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STEP 3 - Authentication Server sends random 16 character key to  Mobile Number

STEP 2 - Authentication
Server gets Mobile

Number for that
particular UserID

STEP 5 - Application Server passes key to MobileKey Server for authenticatoin.  If futher authenitcation is
required, User is asked to SMS back his mobile Password.  This will be authenticated once again.
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STEP 6 - User replies back with Mobile Password (See STEP 5 below/Optional)
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STEP 1 - Application Server requests MobileKey Authentication Procedure.  Passes
UserID to Authentication Server

STEP 6 or STEP 7 - Authentication Approved.
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